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Odczucia i doswiadczenia zwigzane ze sztuczng inteligencjq

Feelings and Experiences Related to Artificial Intelligence

ABSTRACT: The text presents subjective feelings and reflections conceming artificial intelligence (Al),
embedded in the contemporary context of technological development and academic debate. The author points
out that Al has already become an integral element of social reality, and its applications cover numerous
areas of life: public services, economy, business, medicine, information security, communication processes, and
cybersecurity. At the same time, the development of Al generates concerns and doubts, especially regarding
privacy, democracy, the labour market, and possible misuse in hybrid operations and information warfare.
The analysis shows that human beings are the main creators and users of Al systems — therefore the source
of risks lies not in the technology itself, but in the intentions and decisions of people who design and apply
it. Artificial intelligence can become a tool that strengthens safety, comfort, and human agency, provided that
control is maintained, regulations are reasonable, and critical thinking is preserved. The final assessment of Al
thus depends on the user’s knowledge, individual experience, and the way technologies are implemented in
social practice. The author stresses that fear and catastrophic visions should not block development — what is
crucial is rational use of available opportunities and conscious setting of boundaries.

KEYWORDS: artificial intelligence, user perceptions and experiences, opportunities and risks, information
security, disinformation, hybrid warfare, ethics of technology, Al regulation and control.

STRESZCZENIE: Tekst przedstawia subiektywne odczucia i refleksje dotyczace sztucznej inteligendji (SI),
osadzone w aktualnym kontekscie rozwoju technologicznego oraz dyskursu naukowego. Autorka wskazuje, ze S
jest juz integralng czescig Swiata spofecznego, a jej zastosowania obejmujg liczne obszary zycia: ustugi publiczne,
gospodarke, biznes, medycyne, bezpieczenstwo informacyjne, procesy komunikowania i cyberbezpieczeristwo.
Jednoczesnie rozwdj SI generuje liczne obawy i watpliwosci, zwlaszcza w zakresie prywatnosci, jakosci
demokradji, rynku pracy i potencjalnych naduzy¢ w dziataniach hybrydowych oraz wojnach informacyjnych.
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Analiza pokazuje, ze to czlowiek jest gféwnym sprawcg i uzytkownikiem systeméw SI — zatem Zrédta zagrozen
nie nalezy doszukiwac¢ sie w samej technologii, lecz w intencjach i decyzjach ludzi, ktérzy jg projektujg
i wykorzystujg. Sztuczna inteligencja moze sta¢ sie narzedziem zwiekszajgcym bezpieczefistwo, komfort
i sprawczos¢ cztowieka, pod warunkiem zachowania kontroli, rozsadnych reguladji oraz krytycznego myslenia.
Ostateczna ocena Sl zalezy wiec od poziomu wiedzy, doswiadczen uzytkownika i sposobu wdrazania technologii
w praktyce spotecznej. Autorka akcentuje, ze strach i wizje katastroficzne nie powinny blokowa¢ rozwoju
— kluczowe jest racjonalne korzystanie z dostepnych mozliwosci oraz $wiadome wyznaczanie granic.

SLOWA KLUCZOWE: sztuczna inteligencja, odczucia i doswiadczenia uzytkownikdéw, szanse i zagrozenia,
bezpieczenstwo informacyjne, dezinformacja, wojna hybrydowa, etyka technologii,
regulacje i kontrola systeméw Al.

Sztuczna inteligencja jest pojeciem, ktére pozornie wydaje si¢ zupelnie
niewinne, ale jednoczesnie powigzane silnie ze wspolczesnym $wiatem. Nie
mozna jednak zapomina¢ o tym, Ze z jednej strony sztuczna inteligencja to
termin, ktéry wskazuje na ogromny potencjal i mozliwosci, ale z drugiej stro-
ny moze sta¢ si¢ rowniez zagrozeniem dla wspolczesnego cztowieka. To czto-
wiek stworzyl sztuczng inteligencje, ale czy byl, lub czy jest, on w stanie prze-
widzie¢ konsekwencje jej funkcjonowania. Obecnie sztuczna inteligencja jest
zagadnieniem analizowanym powszechnie na gruncie wielu dyscyplin nauko-
wych. Dokonuje si¢ wielu badan, analiz dotyczacych tego, jak bedzie si¢ ona
rozwijala i w jakich celach, aspektach dziatalnosci czlowieka zostanie wyko-
rzystana. Celem tego artykulu jest przedstawienie odczu¢ i doswiadczen zwig-
zanych ze sztuczng inteligencja. Jednak aby zrealizowac ten cel, konieczne jest
zwrdcenie uwagi na merytoryczne kwestie zwigzane z tym problemem.

Sztuczna inteligencja (SI) jest definiowana jako zdolno$¢ maszyn do tego,
by wykonywa¢ czynnosci, zadania realizowane przez czlowieka, a wiec zwigza-
ne z rozumowaniem, mysleniem, uczeniem si¢, planowaniem oraz przejawia-
niem kreatywnosci. To wlasnie sztuczna inteligencja pozwala na to, by syste-
my techniczne postrzegaly najblizsze srodowisko, by dostrzegaly trudnosci oraz
rozwigzywaly problemy, by realizowaly wcze$niej zamierzone cele. Komputer
dzieki sztucznej inteligencji moze odbiera¢ dane (czesto zbiera je samodzielnie,
albo korzysta z danych juz opracowanych - chocby przy zastosowaniu czujni-
kéw, kamer), dokonuje ich przetworzenia oraz podejmuje odpowiednie reak-
cje. Systemy sztucznej inteligencji s3 w stanie dostosowa¢ swoje zachowania
do weczesniejszych czynnosci oraz do skutkéw, ktére moga w danych okolicz-
nosciach powstawac. Sztuczna inteligencja jest okre$lana jako gléwny sktadnik
cyfrowej transformacji spoleczenstwa. Z jednej strony wigze si¢ ona z ogrom-
nym potencjalem i szansami, ale z drugiej strony réwniez z zagrozeniami, kto-
re moga silnie wplywaé na codzienne zycie cztowieka [Sztuczna inteligencja].
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Wskazuje sie réwniez, ze sztuczna inteligencja stanowi dzial informatyki,
ktorego celem jest konstruowanie maszyn oraz algorytmoéw. Ich dziatanie prze-
jawia cechy odpowiednie dla inteligencji, a wigc mowa tutaj o umiejetnosci:

— samorzutnego dostosowania si¢ do dynamicznych przeksztalcen
otoczenia,

— uczenia sie,

— abstrakcyjnego rozumowania,

— podejmowania decyzji (takze decyzji, ktdre sa bardziej skomplikowane

i wymagaja wnioskowania).

Za przedmiot dzialania sztucznej inteligencji uznaje si¢ zbadanie oraz
wskazanie zasad, ktére pozwalajg na sterowanie zachowaniami czlowieka, a po-
tem zastosowanie ich w ramach programéw komputerowych oraz algorytmow,
ktore s3 w stanie omawiane zasady wykorzystywac (np. programy antywiruso-
we, aplikacje wykorzystywane do czytania, rozpoznawania tekstow, obrazéw,
dzwiekéw) [Lasota-Kapczuk, 2021, s. 10].

W innym ujeciu wskazuje sie, ze sztuczna inteligencja to systemy, kto-
re zostaly zaprojektowane przez ludzi. Z racji na swdj zlozony cel, funkcjonu-
ja one w $wiecie fizycznym albo cyfrowym i korzystaja z ustrukturyzowanych
albo nieustrukturyzowanych danych. To wiasnie na ich podstawie wyciagaja
kluczowe wnioski, planujg swoje dzialania i tym samym realizuja wcze$niej za-
mierzone cele. Systemy sztucznej inteligencji moga by¢ projektowane tak, by
swoje zachowania opieraly na wczeéniejszych doswiadczeniach (a wiec na wy-
cigganiu wnioskéw przyczynowo-skutkowych). W zwigzku z tym sztuczna in-
teligencja daje ogromne mozliwosci, sprawia, ze funkcjonowanie we wspdtcze-
snym $wiecie jest zdecydowanie fatwiejsze, ale warto doktadniej analizowac¢ to,
jakie moga by¢ negatywne skutki jej rozwijania si¢ [Luigi, 2020, s. 7-8]. Po-
nadto: ,,sztuczna inteligencja to system, ktory pozwala na wykonywanie zadan
wymagajacych procesu uczenia sie i uwzgledniania nowych okolicznosci w to-
ku rozwigzywania danego problemu i ktéry moze w réznym stopniu - w za-
leznosci od konfiguracji — dziata¢ autonomicznie oraz wchodzi¢ w interakcje
z otoczeniem. Zdolno$¢ do uczenia sie¢ systemu jest warunkiem koniecznym
dla identyfikacji danego systemu jako systemu AI, natomiast jego autonomicz-
nos¢ i stopien interakcji z otoczeniem mozna ocenia¢ wedlug pozioméw od
1 do 3” [Luigi, 2020, s. 14].

Do przykladéw zastosowania sztucznej inteligencji zalicza sie:

— funkcjonowanie cyfrowych asystentow w telefonach komorkowych albo
komputerach,

— wykorzystywanie inteligentnych klimatyzacji,

— produkowanie i korzystanie z autonomicznych samochodoéw,
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— zakupy online,

— reklamy online,

— funkcjonowanie inteligentnego rolnictwa (np. inteligentne nawadnianie,
karmienie zwierzat, prace robotow, ktére usuwajg chwasty),

— roboty, ktore uzywane s3 na terenie fabryk,

— dzialanie tzw. Internetu rzeczy (a wigc np. podiaczone do sieci interne-
towej odkurzacze, lodowki, zegarki, ktdrymi mozna sterowaé za pomo-
cg aplikacji z dowolnego miejsca),

— wyszukiwarki internetowe,

— tlumaczenia maszynowe,

— bezpieczenstwo cybernetyczne,

— zwalczanie dezinformacji,

— optymalizowanie produktéw oraz $ciezek w zakresie sprzedazy [Sztucz-
na inteligencja, s. 2].

Przedstawiajac sztuczng inteligencje i dokonujac analizy swych wiasnych
odczu¢ oraz doswiadczen z nig zwigzanych, bardzo wazne jest odniesienie sie
do zagrozen. Kluczowy role spelnia pytanie o to, kiedy mozliwe bedzie stwo-
rzenie maszyn, ktére beda prawdziwie inteligentne? Coraz czgéciej poddaje sie
analizie to, jak beda wyglada¢ roboty w przysztosci, czy i w jaki sposob be-
da one w stanie komunikowac¢ si¢ z cztowiekiem. Czesto wyobrazenia na te-
mat sztucznej inteligencji nie opierajg si¢ jednak na realnym poziomie wiedzy
i mozliwosciach nowoczesnych technologii, a na filmach oraz ksigzkach fan-
tastyczno-naukowych, ktére przedstawiajg roboty jako ludzi wykazujacych sie
ponadprzecietng wiedzg, umiejetnosciami. Mimo rozwoju technologii, mozna
prognozowaé, ze w przyszlosci maszyny inteligentne nie beda chodzacymi oraz
moéwigcymi robotami [Rézanowski, 2017, s. 130-131]. W wyniku ewolucji
uksztaltowano system pamieci, ktéry przy zastosowaniu zmyslow jest w stanie
uksztattowaé model $§wiata oraz ma mozliwo$¢ przewidywania zdarzen w przy-
sztodci. Takie same zasady powinny by¢ stosowane w przypadku budowania
maszyn inteligentnych. Wazne jest to, by wyposaza¢ je w zestaw zmyslow, ale
odmiennych niz te czlowieka, bowiem majg one usprawni¢ funkcjonowanie
maszyny, a wiec przedmiotu, urzadzenia, ktéry funkcjonuje w zupelnie innej
przestrzeni. Jednoczesnie z rozwijaniem si¢ nauki, inteligencja maszyny po-
winna by¢ ukazywana w zwiagzku z ksztaltowaniem indywidualnego mode-
lu $wiata wraz z poznawaniem za sprawg obserwowania oraz przekazywania
wskazowek. Fizycznie maszyny, ktére s inteligentne, moga sta¢ si¢ np. cze-
$cig samolotéw i samochodéw [Rézanowski, 2017, s. 132].

Potencjalem maszyny wyposazonej w sztuczng inteligencje staje sie
uksztaltowanie odpowiednio dobranego systemu pamigci. System ten powinien
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cechowac sie taka pojemnoscia, jak kora mézgowa czlowieka. Gléwnym za-
grozeniem, ograniczeniem staje si¢ pojemno$¢ oraz sie¢ budowanych potla-
czen miedzy poszczegdlnymi komoérkami pamieci. Z zalozenia, sztuczna inte-
ligencja jest w stanie samodzielnie mysle¢, podejmowaé decyzje, dokonywac
analiz bardzo skomplikowanych danych. To wlasnie te umiejetnosci w sposéb
szczegolny budza strach, lek, ksztaltuja pewne watpliwosci oraz obawy, do-
prowadzajg do tego, iz czlowiek moze finalnie obawia¢ sig, czy jego Zycie jest
bezpieczne. W praktyce jednak mozna wskaza¢, ze obawy te sa bezpodstaw-
ne i wspolczesnie nie ma powoddw, by bac sie o to, ze sztuczna inteligencja
zawladnie $wiatem. Brak réwniez podstaw do tego, by stwierdzi¢, ze cztowiek
kiedykolwiek bedzie w stanie opracowa¢ maszyne, ktdra jest inteligentna, a po-
nadto zostanie wyposazona w $wiadomos$¢ oraz osobowos¢. Oczywiscie oba-
wy s3 tutaj zrozumiale, bowiem zawsze si¢ one pojawiaja, gdy dochodzi do
kontaktu z nowoczesnymi technologiami i nie mozna zupelnie wykluczy¢, iz
szerokie zastosowanie nowoczesnych technologii bedzie skutkowa¢ katastro-
fa (jak w przypadku energii atomowej). Z pewnoscia ze sztuczng inteligencja
zwigzane sg takie zagrozenia, jak chocby:

— naruszenie prywatnoéci,

— szpiegostwo przemystowe,

— sabotaz komputerowy,

— kradziez danych,

— kradziez tozsamosci,

— tworzenie falszywego obrazu (np. podszywanie si¢ pod innych) [Réza-

nowski, 2017, s. 132-133].

W innym ujeciu wskazuje si¢ na szanse oraz wyzwania i zagrozenia do-
tyczace sztucznej inteligencji. Szanse zwigzane sg z wieloma aspektami zycia
czlowieka. Pierwsza jest wsparcie i pomoc. Sztuczna inteligencja moze by¢ wy-
korzystywana do wspierania senioréw, osob niesamodzielnych, moze przyczy-
ni¢ si¢ do podnoszenia bezpieczenstwa komunikacyjnego, bezpieczenstwa na
terenie zakladu pracy, do rozwijania si¢ oraz ewaluowania branz i dziedzin go-
spodarki. Kolejnym obszarem jest biznes. W tym przypadku sztuczna inteligen-
cja pozwala na rozwijanie nowych generacji produktéw oraz ustug, przyczynia
sie do zwiekszania sprzedazy, gwarantuje konserwacje maszyn na wysokim po-
ziomie, podnosi poziom sprzedazy i produkcji, pozwala na automatyzowanie
dzialan i zwiekszanie efektywnosci energetycznej. Sztuczna inteligencja oddzia-
luje takze na ustugi publiczne. Zmniejsza koszty, generuje nowe mozliwosci
zwigzane z transportem, edukacja, gospodarka odpadami, energetyka, przyczy-
nia si¢ do zréwnowazonego rozwoju. Kolejnym aspektem jest bezpieczenstwo
informacyjne. W tym zakresie sztuczna inteligencja moze kontrolowaé dane,
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przeciwdziata¢ dezinformacji, cyberatakom, gwarantuje przekazywanie infor-
macji wysokiej jako$ci. Ostatnim aspektem staje si¢ ochrona bezpieczenstwa.
Za pomocg sztucznej inteligencji mozna efektywniej przeciwdziala¢ przestep-
czo$ci, wspiera¢ wymiar sprawiedliwoéci, szybciej weryfikowa¢ dziatania po-
dejmowane przez uzytkownikéw [Fehler i in., 2021, s. 279-280].

Sztuczna inteligencja moze by¢ wykorzystywana tak, by poprawi¢ wa-
runki codziennego funkcjonowania cztowieka —obecnie i w przyszlosci. Do-
datkowo moze by¢ wykorzystywana w celu rozwigzywania wielu trudnosci
i probleméw cywilizacyjnych, do ktérych zalicza sie np. choroby, gléd, brak
zywno$ci w niektérych krajach albo globalne ocieplenie. Szacuje si¢, ze przy
utrzymaniu aktualnego tempa rozwoju sztucznej inteligencji, najwigksze zagro-
zenia z nig zwigzane moga zosta¢ uksztaltowane w latach 2045 do 2060. Ak-
tualnie przewidywanie pewnych zagrozen zwigzanych ze sztuczng inteligencja
jest zadaniem problematycznym i nie mozna okresli¢, jak modyfikacje te beda
dalej przebiega¢, z jakimi trudnosciami i zagrozeniami mogg si¢ one laczyc.
Sztuczna inteligencja daje cztowiekowi ogromne szanse, ale jedynie wowczas,
gdy jest wykorzystana odpowiednio do potrzeb oraz okolicznosci, a nie w ce-
lu zrealizowania indywidualnych intereséw osoby, ktéra z tych mozliwosci ko-
rzysta [A. Lasota-Kapczuk, 2021, s. 9-10].

Dokonujac glebszej analizy tych szans, trzeba wskaza¢, ze sztuczna inte-
ligencja pozwala na to, by maksymalnie wykorzystywa¢ potencjal, ktéry no-
woczesne technologie otwierajg przed cztowiekiem. Nie mozna zapomina¢, ze
wspolczesnie niektore aspekty funkcjonowania sg uzaleznione od nowocze-
snych technologii - jak chocby e-commerce, medycyna, analiza danych staty-
stycznych. W tym przypadku sztuczna inteligencja moze nie tylko znaczaco
skroci¢ czas wykonywania zadan, ale jednoczesnie staje si¢ ona rozwigzaniem,
ktére pozwala na sprawniejsze wykonywanie zadan, eliminowanie btedéw i po-
mylek. Przyczynia si¢ réwniez do tego, ze mozliwe jest doktadniejsze wykony-
wanie pewnych procedur (co jest kluczowe w odniesieniu do proceséw pro-
dukcyjnych). Pozwala na dalszy rozwdj, wplywa na jakos¢ zycia cztowieka (np.
w zwigzku z rozwojem medycyny i dostepem do nowych technik oraz me-
tod leczenia).

Nie mozna zapominaé jednak o zagrozeniach, ktdre sa z nia zwigzane.
Wirdd zagrozen tych wymienia sie:

— naruszenie gltéwnych praw, wolnoéci oraz demokracji — za warunek
efektywnego wykorzystywania sztucznej inteligencji mozna uznaé prze-
twarzanie znacznej ilosci danych, co moze by¢ bezposrednio powigza-
ne z naruszeniem prywatnosci osob fizycznych; innym zagrozeniem jest
deepfake, dezinformacja albo ksztaltowanie tzw. baniek informacyjnych,
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negatywne oddzialywanie na zdrowie, zycie oraz bezpieczenstwo uzyt-
kownika - co zwigzane jest z ksztaltowaniem fizycznego kontaktu przez
czlowieka ze sztuczng inteligencja,

nadmierne wykorzystywanie sztucznej inteligencji do proceséw indy-
widualnego oceniania cztowieka albo inwestowanie w nieprzydatne
jej zastosowanie i niewykorzystywanie wszystkich jej mozliwosci - co
doprowadza do utracenia przewagi konkurencyjnej nad pozostalymi
podmiotami, do stagnacji gospodarczej oraz do gorszych mozliwosci
[Fehler i in., 2021, s. 280-281],

prawne uregulowania odpowiedzialnos$ci w zwiazku z wywolanymi
szkodami - w momencie wprowadzania nazbyt restrykcyjnych regula-
cji prawnych, dochodzi do zahamowania postepu oraz wdrazania mato
innowacyjnych rozwigzan; brak odpowiedzialnosci czgsto doprowadza
do spadku zaufania grup spotecznych do nowoczesnych technologii,
oddzialywanie na miejsca pracy oraz na konkurencje - automatyzowa-
nie pracy moze sprawia¢, iz cztowiek traci prace; organizacje, ktére zdo-
bywaja masowe dane, uzyskuja przewage informacyjng nad podmiotami
konkurujacymi i mogg zupelnie usuwac je z rynku,

brak przejrzystosci — to brak mozliwosci odtworzenia przebiegu procesu
decyzyjnego, co moze doprowadza¢ do braku mozliwosci kontrolowania
systemow sztucznej inteligencji; sztuczna inteligencja moze si¢ samodo-
skonali¢, a w rzeczywisto$ci przewyzsza¢ mozg czlowieka, niekontrolo-
wanie si¢ rozwija¢, podejmowac niezrozumiale dzialania (tworzenie si¢
tzw. superinteligencji) [Fehler i in., 2021, s. 280-281].

Waznym zagrozeniem jest takze to, ze rozwijanie sztucznej inteligencji

moze by¢ wykorzystywane przez panstwa w zakresie podejmowanych dzia-
tan hybrydowych. Finalnie dzialania tego typu moga doprowadza¢ do napie¢
miedzy panstwem a spoteczenistwem. Moga réwniez doprowadzi¢ do podwa-
zania legitymizacji instytucji publicznych (np. za sprawa prezentowania réznic
o charakterze aksjologicznym oraz $wiatopogladowym). Che¢ wykorzystania
narzedzi oraz mozliwosci, ktdre daje sztuczna inteligencja sprawia, ze tenden-
cje technokratyczne wielu krajéw moga sie¢ umocni¢ [Kumalski, 2022, s. 116].

Nowoczesna inteligencja jest wykorzystywana w czasie wojny informa-

cyjnej gléwnie po to, by:
— dezinformowad,
— wprowadza¢ chaos,
— generowal negatywne emocje, strach,
— doprowadzi¢ do poczucia bezsensu, doprowadzi¢ do poddawania sie,

manifestowania zastug drugiej strony,
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— manipulowa¢ informacjami,

— przekazywa¢ okreslone informacje do wiadomosci szerokiej grupy spo-
teczenstwa,

— przekazywac nieprawdziwe informacje, zwraca¢ uwage na sytuacje, kto-
re w ogole nie maja miejsca/nie mialy miejsca,

— ukazywa¢ okrucienstwo innych podmiotéw (np. podmiotéw opozycyj-
nych, okreslonych panstw),

— negatywnie wplywac na przeciwnika [Kumalski, 2022, s. 116].

Wojna w Ukrainie pokazuje, ze sztuczna inteligencja moze by¢ wykorzy-
stywana po to, by bezposrednio oddzialywa¢ na opinie spoteczng, na zacho-
wania spoteczenstwa, by doprowadza¢ do dezinformacji. Coraz czesciej uwa-
za sie tez, ze wojna przeprowadzana na froncie jest wojng, ktéra ponadto jest
stymulowana przez wojny informacyjne. To wlasnie w ich zakresie stosowa-
ne s3 nowoczesne technologie i to one pozwalaja na realizowanie wielu cen-
nych celéw i zadan. Czesto to wlasnie wojna hybrydowa przebiega zdecydo-
wanie dynamiczniej i to na niej koncentrujg sie dziatania podejmowane przez
wszystkie podmioty zaangazowane w konflikt.

Analizujac te zagrozenia, odczucia zwigzane ze sztuczng inteligencja sa
zdecydowanie bardziej negatywne i zostaja oparte na wielu watpliwos$ciach.
Kluczowe jest udzielenie odpowiedzi na pytania: Czy sztuczna inteligencja mo-
ze by¢ w pelni kontrolowana przez czlowieka? Czy moze dojs¢ do tak dyna-
micznego jej rozwoju, iz czlowiek nie bedzie w stanie nad tym zapanowa¢
oraz sobie z tym poradzi¢? Czy sztuczna inteligencja moze sta¢ si¢ bezpo-
$rednim zagrozeniem dla Zycia oraz zdrowia czlowieka? Czy sztuczna inteli-
gencja moze by¢ rozwigzaniem, ktére wymaga silnego kontrolowania, wpro-
wadzania $rodkéw bezpieczenstwa, srodkéw zaradczych? Czy w przyszlodci
moze dochodzi¢ do tego, ze roboty beda znajdowa¢ si¢ na podobnej pozy-
cji jak czlowiek? Czy rozwoj ludzkosci dojdzie do momentu, w ktérym zapa-
nowanie nad nowoczesnymi technologami bedzie zupelnie niemozliwe? Czy
sztuczna inteligencja moze wykorzystywaé zebrane przez siebie dane i infor-
macje przeciwko cztowiekowi?

W ciggu wiekéw zauwazono, ze nie zawsze dzialania cztowieka sg dobre
i nie zawsze sg one przez niego w pelni kontrolowane (np. wynalezienie dyna-
mitu i jego pdzniejsze wykorzystywanie w wojnie, co doprowadzito do ogrom-
nych zniszczen i zagtady wielu miliardéw ludzi). Nie mozna wiec uznac, ze
sztuczna inteligencja jest w pelni dobra. Jednak z pewnoscig mozna stwierdzic,
ze jej odpowiednie zastosowanie, kontrolowanie, a takze przewidywanie skut-
kéw pewnych dziatan, moze sprawi¢, iz stanie si¢ ona przede wszystkim szansg
a nie zagrozeniem dla wspodlczesnego cztowieka. Nalezy takze zaakcentowad, ze
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sztuczna inteligencja stawia przed ludzkoscig ogromne mozliwosci i konieczne
jest korzystanie z nich, by podnosi¢ jako$¢ zycia, by zwigkszy¢ komfort Zzycia
czlowieka oraz by pozwoli¢ cywilizacji na rozwoj. Odrzucanie sztucznej inteli-
gengji (a wigc np. komputerdw, telefonéw, samochodéw, nowoczesnych progra-
mow, systemoéw) jedynie z powodu strachu i obaw, w rzeczywistosci nie tylko
zahamowaloby rozwdj nowoczesnych cywilizacji, ale jednoczesnie doprowadzi-
loby do regresu cywilizacji, a Zycie cztowieka byloby zdecydowanie trudniejsze.

Trzeba tez pamietaé, Ze nie sposoboéw zapanowa¢ nad wszystkimi oso-
bami, ktdre w swej pracy maja mozliwo$¢ korzystania z nowoczesnych tech-
nologii. Obecnie wydaje si¢, Ze wigkszym zagrozeniem staje si¢ nie sama
sztuczna inteligencja, ale to, jakie zamiary ma wzgledem niej czlowiek. To nie
sztuczna inteligencja wykrada dane, informacje, dokonuje ich publikacji. Czy-
ni to na polecenie cztowieka, ktory chce dzieki takim dziataniom zrealizowac
wczesniej zamierzony cel, osiaga¢ pewne korzysci, wywolaé w spoleczenstwie
strach, przerazenie, frustracje, doprowadzi¢ do niepewnosci. Sztuczna inteli-
gencja jest obecnie kontrolowana przez czlowieka i wiasnie tak powinno zo-
sta¢. Nie moze mie¢ ona prawa i mozliwosci samodzielnego decydowania, nie
mozna tez stwarzac jej szans na niekontrolowane rozwijanie si¢. Ponadto nale-
zy mie¢ na uwadze, ze sztuczna inteligencja obecnie jest nieodlgcznym elemen-
tem $wiata kazdego cztowieka. Bez niej dosztoby do zapasci w wielu dziedzi-
nach i rynkach gospodarki. Powinna sta¢ si¢ ona jednak sposobem na to, by
ulatwi¢ zycie czlowiekowi, a nie by mu zagraza¢ czy doprowadza¢ do ksztal-
towania okreslonych wyzwan.

Podsumowujgc, mozna wskaza¢, ze sztuczna inteligencja jest bezposred-
nio zwigzana ze wspolczesnym $wiatem i wspélczesnym czlowiekiem. Trudno
byltoby dzi$ funkcjonowaé bez mozliwosci, ktore ona daje, i co najwazniejsze,
czlowiek przyzwyczajajac sie do nowych mozliwosci, nie chcialby z nich rezy-
gnowac. Trzeba jednak mie¢ na uwadze to, do jakich celéw sztuczna inteligen-
cja jest wykorzystywana i jakie spelnia zadania. Nalezy pamigta¢, iz przeka-
zywane jej dane moga zosta¢ wykorzystane na wiele sposobow (chocby przez
przestepcow). W zwigzku z tym konieczna jest ostrozno$¢ oraz stale kontro-
lowanie tego, jak sztuczna inteligencja si¢ rozwija.

W mojej ocenie pewne obawy i negatywne odczucia zwigzane ze sztucz-
ng inteligencja sa szczegdlnie czeste w grupie oséb, ktére nie znaja zasad jej
dzialania i mozliwosci. Wydaje mi si¢ dos¢ surrealistyczny stan, w ktorym
roboty zawladng $wiatem, a ludzkos¢ osiggnie kres, zdaje sobie jednak spra-
we z tego, ze zmiany we wspdlczesnym $wiecie sg bardzo czesto niemozliwe
do przewidzenia. Uwazam tez, ze to, w jaki sposdb ksztaltowana bedzie przy-
szto$¢, zalezy przede wszystkim od nas samych. Wykorzystywanie sztucznej
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inteligencji nie jest zle, ale z pewnoscia wymaga logicznego i krytycznego my-
Slenia, a takze stawiania pewnych granic oraz przekonania, ze cztowieka nie
mozna zastapi¢ - mozna mu jedynie pomdéc w wykonywaniu pewnych dzia-
tan. Odczucia zwigzane ze sztuczng inteligencja moga by¢ wigc rézne — w za-
leznosci od indywidualnych do$wiadczen oraz wiedzy o nowych technologiach.
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